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# INTRODUCTION

The increasing rapidly of the Internet of Things (IoT) recently leads to the development of IoT appliances in many areas including smart home systems (SHSs). SHSs are a group of IoT devices which are used to help householders in lighting control, climate control, entertainment and safety systems via a home network (Lee et al. 2014, p. 67). With the support of SHSs, the smart home is now more comfortable and secure for householders to live as well as control the energy consumption efficiently. Nevertheless, due to the heterogeneous hardware, software and the precious privacy user data, SHSs become a target to attack by many malicious actors (Song et al. 2017, p. 1844).

The purpose of this paper is to address some research methods that have been conducted in the security of SHSs. Thereby, it will identify the limitation of these methods so that the future researcher can apply the research method effectively.

# REVIEW OF RELATED WORKS

## Security Communication Protocols

One of the main challenges in the security for SHSs is heterogeneous communication protocols (Lee et al, 2014), which intruders may take advantage of this to retrieve privacy information. In the work of Ling et al (2017), they conduct a case study on a Edimax SP-2101W – a popular smart plug system - to investigate its communication protocol, and then four attacks: device scanning attack, brute force attack, spoofing attack; and firmware attack were simulated to test the security of the smart plug device. They propose the architecture of smart home plug system including three components: smart plugs, controllers; and remote cloud servers for the experiment. Also, in order to improve the security, the smart plug systems and controllers are authenticated with a cloud server on EC2 instance. The experiment was setup
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